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WASHINGTON, DC, UNITED STATES,

June 11, 2024 /EINPresswire.com/ --

USA-UKRAINE CYBER BRIDGE,

Washington DC 29-31 May 2024 

CYBER RANGES would like to thank all

the participants in the Cyber Bridge

workshop held at Accenture Federal

Services, as part of the Workforce

Development Day of the Hack-the-

Capitol (#HtC) 7.0, the 7th annual

industrial control systems security

conference organized by the ICS

VILLAGE in partnership with the

Institute for Security and Technology

(IST), National Security Institute (NSI)

(NSI), and Crowell & Moring.   

Cyber Bridge aims to build an

experiential link between the

Washington and Kyiv cyber security

expert communities by developing

complex threat emulation scenarios

designed to educate international

partner-agencies and critical

infrastructure operators on the

cyberattacks that Ukraine has deterred

and fought against before and during the current war with Russia.   

Organized by the CYBER RANGES Quantico Cyber Range team, Cyber Bridge engaged the

Cybersecurity and Infrastructure Security Agency (CISA) and the State Service of Special

Communications and Information Protection of Ukraine of Ukraine (SSSCIP). Dr. Patricia A. Soler,

Ph.D., International Team Section Chief within the Joint Cyber Defense Collaborative (JCDC) at

CISA and Ihor Malchenyuk, Director of Cyber Defense at SSSCIP discussed the challenges and

http://www.einpresswire.com
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opportunities for sharing actionable

threat intelligence among allied

agencies. 

Csaba Virág, Head of Strategic Cyber

Programs, outlined the CYBER RANGES

#TOAR methodology for turning threat

intel into reverse-engineered malware

and TTP emulation to develop

demonstrable, measurable capability

and validate cyber readiness.   

Following the speech Harry Coker Jr.,

National Cyber Director at the Office of

the National Cyber Director, The White

House (#ONCD), the USA-Ukraine

Cyber Bridge workshop panel discussion was joined also by senior academics from DIDA – Dept.

of Computer Science at Blekinge Institute of Technology in Sweden, a new NATO member-State.

CERT-UA specialists discussed their experience from the trenches against critical-infrastructure

cyberattacks and presented the complex threat-emulation scenarios GAMATHREAT (based on

UAC-0010) and SANDTHREAT (based on UAC-0002) developed on the CYBER RANGES range

platform within the current public-private partnership between SSSCIP and CYBER RANGES.   

These scenarios are made available to Military, Federal, international Allied Agencies, and Critical

Infrastructure Operators. More info at: cyberranges.com

CYBER SPACE, ENGAGED.

Anthony Munns

CYBER RANGES

+1 800-959-0163

email us here

This press release can be viewed online at: https://www.einpresswire.com/article/718700083

EIN Presswire's priority is source transparency. We do not allow opaque clients, and our editors

try to be careful about weeding out false and misleading content. As a user, if you see something

we have missed, please do bring it to our attention. Your help is welcome. EIN Presswire,

Everyone's Internet News Presswire™, tries to define some of the boundaries that are reasonable

in today's world. Please see our Editorial Guidelines for more information.

© 1995-2024 Newsmatics Inc. All Right Reserved.

https://www.cyberranges.com/toar-training-orchestration-automation-and-response/
https://www.cyberranges.com/critical-infrastructure/
https://www.cyberranges.com/critical-infrastructure/
http://www.einpresswire.com/contact_author/4700206
https://www.einpresswire.com/article/718700083
https://www.einpresswire.com/editorial-guidelines

