
New Cyber Security Governance and Risk
Management Toolkit helps implement an
effective strategy and comply with ISO27001

IT Governance is excited to announce that its niche IT-GRC publishing imprint, ITGP, has updated the

Cyber Security Governance & Risk Management Toolkit

ELY, UK, February 12, 2014 /EINPresswire.com/ -- IT Governance is excited to announce that its

niche IT-GRC publishing imprint, ITGP, has updated the Cyber Security Governance & Risk

Management Toolkit to aid with ISO27001:2013 compliance whilst helping organisation take

advantage of the strengths of several frameworks.

The toolkit provides organisations with a comprehensive set of pre-written and independently

developed cyber security documents, as well as mapping them across five frameworks including,

PAS 555, ISO 27032, the BIS Ten Steps to Cyber Security, the CSA’s Cloud Control Matrix and the

new ISO27001:2013 Standard. 

IT Governance’s Founder and Executive chairman, Alan Calder, says “Using this toolkit when

developing your organisations cyber security enables you to draw on the vast range of tried and

tested document templates and guidance, making the project straightforward – and of course it

helps you stay up-to-date with the most recent industry developments.”

The revised ISO/IEC 27001:2013 standard, alongside the code of practice ISO/IEC 27002:2013,

was launched on 25 September 2013. The new edition of the Standard has had some key

changes regarding required documentation. For example, the Standard no longer specifies the

use of the PDCA cycle, and it is more focused on setting objectives and measuring performance.

This newly revised Cyber Security Governance and Risk Management Toolkit is designed to

integrate with the new ISMS ISO/IEC 27001:2013 Documentation Toolkit, helping organisations to

achieve compliance with the new 2013 version of the standard, ensuring they have a solid and

up-to-date integrated documentation system, as well as the benefits from the seamless

approach to integrating PAS 555, the BIS Ten Steps to Cyber Security, the CSA’s Cloud Control

Matrix and ISO/IEC 27032.

The Cyber Security Governance and Risk Management Toolkit is available from:

www.itgovernance.co.uk/shop/p-1403.aspx

http://www.einpresswire.com
http://www.itgovernance.co.uk/shop/p-1443-isoiec-27001-2013-iso-27001-standard-isms-requirements.aspx?utm_source=pr&amp;utm_medium=nr
http://www.itgovernance.co.uk/shop/p-1403.aspx


To find out more about ITGP toolkits please visit:

www.itgovernancepublishing.co.uk/toolkits.aspx
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